1. How Intra-op is running. Is it a stand-alone app(Kiosk)/installed app?

2. Is intra-op running system connected to intranet (Hospital LAN)/internet?

3. How user authentication is happening, using any PIN/user ID?

4. List of users of knee intra-op using the system?

5. Any tools (such as EM box) for processing navigation information, calibration data used/present in the knee intra-op?

6. Any navigation cameras being connected to provide input data to the knee intra-op?

7. Is the app having connection to the cloud?

8.Apps receives Input data-from knee planning, Any stored data used to process input within knee intra-op?

9. Any PHI data being stored by the knee intra-op?

10. Chances of physically steal/modification of hard disk/ h/w resources?

11. List of configuration settings in the app?

12. Any BT/WIFI/wireless communication from intra-op to other devices?

13. Cryptographic operations happening inside the knee intra-op?

14. Cryptographic information (SSH keys etc...) stored in the system?